
Accountability for Torture and other Cruel, Inhuman or  

Degrading Treatment or Punishment 

 

I was born May 31, 1972 in Canada Manitoba at Health Sciences Center. My Family and I have 

been torture victims since I have been a child, in what I believe to be a non consenting 

bioengineering program by Department of Defense engaging with multiple countries around the 

world. The norm in Canada was the MkUltra project which I believe was only partly exposed 

and never exposed in my Province of Manitoba. Dr. Ewen Cameron, McGill University, (CIA 

MKULTRA contractor) resided in Manitoba.  

 

I am a self-educated computer IT person, I worked with computers for over 25 years, I worked 

for an educational institution, that had former military personnel as administrators. Winnipeg 

School Division Network Engineers and Consultants are directly involved with my targeting. 

 

I worked as a cleaner, educational assistant, executive secretary, clerk, blotter, volunteer 

historical researcher, fillable form specialist, librarian clerk, library automation (French and 

English), student records archivist of additions corrections and deletions for tens of millions of 

records. I have completed language conversions in books in multiple languages as a consultant’s 

assistant (French, cree, Oji-cree, Ojibwa). I have created and edited multiple dynamic 

presentations and a recycling program, owned my own Online Antique store, First Editions/ 

Rare/ Antiquarian bookstore.  

 

CYBERTORTURE 

 

I have written over 1000 individuals, Provincial and Federal departments in Canada, Members of 

Parliament, Department of Defense, pertaining to radiation torture at multiple home locations. I 

filed with the International Criminal Court (2020), their response is that it was not their 

jurisdiction; I am currently refiling. 

 

Attempted to file multiple complaints to Winnipeg Police, Royal Canadian Mounted Police, 

“Cyber Crime RCMP Department” (2017, 2018, 2019, 2020), and CSIS indicating transmissions 

from specific locations directly into my home which demonstrated, illegal access inside of my 

home using Wifi/Transmissions, Police indicated it was not their area. 

 

On one occasion the Royal Canadian Mounted Police (2020) indicated in a phone call the 

“Department of Defense” searched my home for weapons, I have never owned a weapon, nor has 

any of my family and we have zero criminal convictions. 

 

CSIS (intelligence Security) in Canada was found guilty of crimes by 14 judges (2020), 

establishing in what I believe is a pattern of behavior linking to Torture: https://decisions.fct-

cf.gc.ca/fc-cf/decisions/en/item/482466/index.do#_Toc45630191 

 

My vehicle was broken into it began to make us sick driving, I recorded the electromagnetic 

levels using professional tools, and reported the levels to my insurance company, my insurance 

company became hostile, I dropped the issue. I started purchasing shielding items to try to 

https://decisions.fct-cf.gc.ca/fc-cf/decisions/en/item/482466/index.do%23_Toc45630191
https://decisions.fct-cf.gc.ca/fc-cf/decisions/en/item/482466/index.do%23_Toc45630191


protect my organs. The vehicle also shows Wi-Fi networks, Rogers and Virgin Mobile.  Services 

we never subscribed to. 

 

I contacted Manitoba Hydro (our electric company) pertaining to illegal levels of 

electromagnetic radiation, the CEO informed, “We do not have to speak to you, you are not the 

homeowner”. My spouse was in fact the homeowner. I have since discovered that one of the 

executives of Manitoba Hydro worked with Bell ISP Network Engineers to create Docker 

Services and multiple diverted hacks in the BJP Hijacked ASN7122.  

 

I attempted to file with the Canadian Human Rights Commission pertaining to being tortured, 

they informed me they had no idea who I could file with. Human Rights Commissions at the 

Provincial and Federal levels in Canada do not include Crimes Against Humanity as a Human 

Right. The Canadian Charter of Rights and Freedoms is only extended to individuals who can 

afford civil litigation it is not available to average citizens. 

 

I reported hacking and radio frequency abuse to Hospitals, It was never disclosed that I had an 

“artefact” in my shoulder, no attempted to remove it. I have MRIs of Artefacts also in my skull, 

no support was provided. 

 

I have recorded digital data evidence, video, digital forensic evidence over a two-year period 

including hacking, restriction of access to digital forensic investigative tools, SQL injections, 

redirects of my communications and removal of data from web views of evidence. Obstruction 

on the lawful use of my personal computer. My family have been placed onto a BJP hijacked 

network, BGP hijacking is the illegitimate takeover of groups of IP addresses by corrupting 

Internet routing tables maintained using the Border Gateway Protocol. Hijacked Network we are 

on is: AS7122 (Hijack was created in 1996 by Team Cyrmu). ASN routing is imperative to 

medical device testing according to IEEE Access Publication 2016: The Internet of Things for 

Health Care: A Comprehensive Survey 

 

I have over thirty thousand pieces of data fact-based evidence. I use Wireshark.org (is the 

world’s foremost and widely-used network protocol analyzer) to record my network, my routing 

is redirected to Germany, Russia, Saudi Arabia, China, USA and India, 

I want someone to subpoena the illegal IP surveillance addresses that have hacked my computer, 

which is directly related to assault with weapons. Below are some of those IP Fingerprints that 

hack my network (there are hundreds more). 

Resolved Addresses IP FingerPrints 

BAE Systems: 00:50:c2:ea:a0:00 (Military 

contractor) 

Monarch Industries: 198:251:224:17 

pureLiFi Ltd: 58:20:8A:70:00:00 (Edinburgh) St.Marys College of California: 

149.137.82.245 

Esensors: 00:50:c2:db”b0:00 (tactical 

collaboration) 

Amateur Radio Digital Communications: 

44:240:31:213 

Ethicon medical device testing: 

2c:48:35:10:00:00 /104.18.26.52 

Xerox Corporation: 13:107:213:19  

 

Keith & Koep GmbH: 00:50:c2:99:00:00  University of Wisconsin-Madison: 

128.104.22.136 

https://bgp.he.net/AS7122
https://team-cymru.com/
https://web.archive.org/web/20171103224835/https:/ieeexplore.ieee.org/stamp/stamp.jsp?arnumber=7113786
https://web.archive.org/web/20171103224835/https:/ieeexplore.ieee.org/stamp/stamp.jsp?arnumber=7113786
https://www.wireshark.org/


RussianT: 70:b3:d5:d9:b0:00  

(Russian Federation) 

General Electric Company: 3:235:73:95 

Annapurna lab:8G:47:6E:eF:FF:FF IISD: 192.229.210.163 (flood my network) 

Israel Aerospace Industries: 70:b3:d5:e4:c0:00 AS7121 The Palace Group Inc: 

69:152:163:31 

NovoDR (Israel): 70:b3:d5:30:00:00 Hanck Whitney Bank: 72.163.4.185 

Peter Huber Kaeltemaschinenbau: 

70:b3:d5:dc:40:00 

Massachusetts Institute of Technology: 

18.219.41.31 

Israeldefense BioGuard: 00:50:c2:f2:b0:00 Gov.uk: 151.101.128.134 

Heart Force Medical: 40:d8:55:09:50:00 Gtt.net: 104:18.21.226 

WIXCON HealthCARE PRIVATE LIMITED: 

70:b3:d5:2b:10:00 

Qualico.com: 40.81.45.29 

Raytheon: 00:00:8f Mbconnectline.de: 2001:41d0:203:8340::1 

Rolls-Royce:00:0ce2 (formerly known as 

Bristol Aerospace) 

Millikin University: 136.144.59.59.88 

New Zeland HMI Technologies CRobHamm: 

00:50:c2:d7:00:00: 

Hurricane Electric: 216.218.240.79 

SPAIN – GrupoEpe: 70:b3:d5:2e:c0:00  Haliburton Company: 34.236.83.94 

Tattile (machine Vison systems AI software 

lawenforcment: 70:b3:d5:c7:f0:00 

Jamesbezan.com: 138.197.101.18 (MP 

shadow cabinet minister for department of 

defense) 

India Hacking BioMedical research: 

116.202.120.165 

Beacons3.gvt2.com: 172.217.0.237 

University of California at San Diego Verestar: 

44.240.31.213 

Australia: 104.18.0.153 

University of Manitoba: 130.179.16.50 Department Foreign Affairs and 

International Trade: 198.103.104.231 

Cancerprogressreport.org: 64.47.143.19 Merit Computer Network: 35:186:165:146 

Italy Brain Research Project: 146.59.166.237 KEITH STRACHAN 

Breakingnewground.com: 198.185.159.144 

Linode: 45.56.107.142 Bashkohu.org: 104.16.89.20 

Health Sciences Center: 142.233.200.171 Cpp.edu: 3.230.217.116 

Office Asst Secretary of Defense: 199.122.6.14 Lushaprivacy.gcp.gb12.com: 34.230.97.40 

OVH SAS Shared Hosting Servers: 

213:186.33.16 

Lifelabs.com: 52.242.101.226 

Investor.ca” 104.27.142.13 General Electric: 3.235.73.123 

genomecanada.ca:172.64.81.51 (shared 

services Canada military contractor: 

cfnconsultants.com and XEROX CANADA 

LTD / NORMAN INGLIS, Consultant) 

Medipharmlabs.com: 172.64.81.199 

(Pharmaceutical Barrie Ontario) 

Kpn.com: 13.249.139.97 Cibcc.com: 52:137.106.217 

Canada Institutes of Health Research: 

205.193.215.159 (Parliament Hill Byward 

Market) 

Skypedataprdcoleuso1.cloudapp.net: 

52.114.158.91 

https://www.cfnconsultants.com/


Sparta Inc AESO: 158.69.139.230 (USA 

Military Defense Contractor) 

PunjabCo: 00:50:c2:33:20:00 

Remaxhallmark.com: 40.64.101.146 (Real 

Estate company) 

B-Scada: 1c:21:d1:50:00:00 (HMI recording 

device BioEngineering Florida) 

Leinster Ireland: 20.54.89.106  Telvent:48:d8:55 (SCADA) 8 Mac 

Addresses 

Eli Lilly and Company: 40.89.244.232 The Medicine Shoppe: 69.16.175.42 and 

69.16.175.10 

Egyptair.com: 40.89.244.232 China: 184.84.39.64 

GHL Advanced Technology GmbH & Co. KG: 

74:f8:db:10:00:00  

Cambridge Entrepreneurial Network: 

199.232.76.134 

Clinton Foundation: 104.236.69.55 River East School Division: 

198.163.213.158  

Nygard International Ltd: 64.4.94.43 (he is in 

prison on trial for human trafficking and he 

owned as7122 BGP hijacked Network my 

family have been placed on) 

Winnipeg School Division 52.113.194.132 

(military and amazon) 

Investottawa.ca: 172.64.81.16 Verizon: 104.244.43.131,  

93.184.215.217 

80.158.40.242 

Pangea Consulting-Development Training for 

Medical Device Industry:45.79.150.43 

(Linode) 

Breakingnewground.com: 52.60.97.101 - 

Keith Strachan (consultant for Winnipeg 

School Division) 

RadioMobile Inc, San Diego UNITED 

STATES: 00:50:C2:E1:10:00 

Hacking my Google account: 

kortexcomputers.com 

Tech-Postal: http://Pangea.CA, Inc. 

300-297 Smith St. 

Winnipeg, MB 

Tozeret Haaretz, TelAviv Israel: 

141.193.213.21 

C-Com Satellie Systems Inc. 

70:b3:d5:d4:f0:00 

LukupMed: 7c:70:bc:c0:00:00 E.I. du Pont de Nemours and Co. Inc: 

52.41.237.45 

Mobile Calgary: 

2605:b100:1110:9bfb:902d:621:aea3:f5d2 

Cambridge County Council: 

193.122.245.194 

University of Wisconsin-Madison: 

128.104.22.136 

Augusta College: 134.244.16.110 

Uaem.org Universities Allied for Essential 

Medicines: 172.67.204.106 

Loyola University: 141.164.59.194 

PT Usaha Adi Sanggoro 50.112.143.27 Gov.uk: 151.101.184.159 

 

 

My network is also routed to: the Behavioral Health Foundation bhf.ca which is actually the 

CIA. 

 

 

 



When running Traceroute on multiple applications I am routed to Georgetown University: 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Our homes are draped in a Mesh surveillance networks inside and outside; I also have found a 

geofencing folder in my computer and should not be. I am tortured with phased array 

electromagnetic burst pulses every 10 seconds exceeding 500,000mV.  I experience burns, 

constant sickness, nausea, hair loss and multiple unexplained illnesses. 

 



WiGLE WiFi Wardriving is an Open source network observation, positioning, and display client 

from the world's largest queryable database of wireless networks. Can be used for site-survey, 

security analysis. 

 
 

Laws in Canada for worker exposure (radiation) is safety code 26 limiting exposure to 150mV, 

there is no public enforcement or investigations for communities. 

 

Individual Victim Economic Damage Recovery: 

A victim of torture is an individual who has been mentally, physically, economically and or 

emotionally abused and can establish this by documentation, medical evidence, network 

evidence, forensic evidence, computer evidence, banking evidence, witnesses, pattern of 

behaviour by perpetrators, rfid/piconets/node implants (Body area Networks). 

 

Rights of a victim should include a victim’s impact statement, medical, emotional and financial 

support. Entities participating in the accountability process should include any support system 

the victim established relations and supports from, their family and professional torture support 

from the United Nations body that was created after 1945. 

 

All Patents, life insurance, trust funds pensions earned on a torture victim to revert to the victim 

and a percentage (if tangible) to go directly to a fund for victims of torture governed by the 

Torture Rapporteur of the United Nations, NO SINGLE GOVERNMENT ENTITY or 

CORPORATION. 

 

A global authoritative body needs to be established it should have no restrictions for 

investigating crimes against humanity to eradicate the problem without seeking permissions of 

governments who may be harming citizens. 

 

Governance of ALL Crypto currencies, seizure of assets obtained by torture and all forms of  

Crimes Against Humanity. Laws must be created allowing a victim to view who has taken life 

insurance out on them while they are alive, this is not permitted in Canada or U.S.A.. 

 

https://play.google.com/store/apps/details?id=net.wigle.wigleandroid&hl=en_US&gl=US


Agency to be established with community monitoring towers for continual radiation/spectrum 

band for abuse of Radio Frequency. Banning all use of Directed energy weapons, automatic 

sentences for radio frequency violations that are intended to harm human health. Eradicating 

lasers an InfraRed used as weapons; they are used in targeting (organ holing). 

 

Doctors who have participated to be stripped of right to practice, Hospitals and Clinics who have 

participated to be investigated, prosecuted and governed by The United Nations Entities of 

Crimes Against Humanity (UN Body after 1945).  

 

Repercussions for violations of Crimes Against Humanity to include execution. Reason: 

monetary recovery is not enough to ensure personal accountability for an individual 

owner/governors must have harsh ramifications that are swift in delivery and public, sending a 

message to all. 

 

Copies of letters, audio, rf databases, and all stated evidence and more is available upon request. 

CyberTorture in my family’s situation is clearly a form of slavery, Human Trafficking torture 

and murder. 

 

Thank you for allowing victims a voice. 

 

 

Sincerest Thank-You, 

MS. Bobbi Peitsch  

Rossburn MANITOBA 

CANADA  

 


